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22 February 2024 

Subject: Letter of Attestation (Ref. UK PSTI Compliance Assessment Report) 

 

 

To, SOMFY, 

 

This letter of attestation (the Letter) confirms that UL Solutions has performed assessments on components in 
accordance with the PSTI (Security Requirements for Relevant Connectable Products) Regulations 2023. The 
conditions for deemed compliance with requirements defined in SCHEDULE 2 were considered. Therefore, the 
device was assessed against the relevant ETSI EN 303 645 norms (5.1-1, 5.1-2, 5.2-1, 5.3-13), along with the 
mandates in the Regulations, and has been qualified to be compliant to UK PSTI.  
 
The assessment was performed on components of the following product(s): 

 

Manufacturer Product / Model Version  

SOMFY Tahoma Switch  5153854C TU453 

 
 

Qualification Expiry Date:    22 February 2025 

 

 

 

UL Solutions hereby declares that SOMFY has been offered a detailed test report as a deliverable of the Tahoma 

Switch, including, but not limited to, detailed test results of the tests performed, an assessment of each 

implemented security capability, and recommendations to further enhance the security posture of the connected 

product. The summary of findings are detailed in Annexure A. 

Sincerely, 

 

 
Dean Zwarts 

Global Business Manager for Cybersecurity 

UL Solutions 
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ANNEXURE A: 

 

The table below summarizes the finding of SOMFY Tahoma Switch UK PSTI Compliance Assessment Report: 

SOMFY EN 303 645 Renewal_4791124501.pdf, in support to the provided Letter of Attestation. 

 

Req. Category Req. # Req. Name Result 

5.1. No universal default 

passwords 

5.1-1 

Where passwords are used and, in any state, other than 

the factory default, all consumer IoT device passwords 

shall be unique per device or defined by the user. 

PASS 

5.1-2 

Where pre-installed unique per device passwords are 

used, these shall be generated with a mechanism that 

reduces the risk of automated attacks against a class or 

type of device. 

PASS 

5.2. Implement a means to 

manage reports of 

vulnerabilities 

5.2-1 
The manufacturer shall make a vulnerability disclosure 

policy publicly available 
PASS 

5.3. Keep software 

updated 
5.3.13 

The manufacturer shall publish, in an accessible way that 

is clear and transparent to the user, the  

defined support period. 

PASS 
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